MONROE COMMUNITY COLLEGE

Policy on Use of Employee Personal Identifying Information

In order to safeguard the personal information of MCC employees, and in an effort to combat issues of identity theft, MCC takes seriously its legal obligation to protect information about our employees.

MCC does not:

· Publicly display or post employees social security numbers;


· Use employee social security numbers on identification cards or time cards;


· Permit access to files that contain social security numbers to the general public;


· Communicate personal identifying information to the general public (such as social security number, home address or telephone number, personal email address, internet identification name or password, parent’s surname or driver’s license number).

Access to identifying information is limited to those employees whose job requires access.

Unauthorized communication of employee personal information is unacceptable.  Employees who violate this policy may be subject to discipline.  Any questions or concerns should be referred to Human Resources.

